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VIDEO: New Resource to Help Avoid Cryptocurrency Scams

TALLAHASSEE, Fla.—Attorney General Ashley Moody today released a new consumer
protection resource to help Floridians spot and avoid cryptocurrency scams. According to a new
report, cryptocons stole more than $7.7 billion worldwide in 2021—an 81% increase from the
year prior. The Federal Trade Commission found that American consumers lost more than $200
million from fraudulent cryptocurrency payments last year. To aid Floridians in avoiding scams
associated with this emerging investment and payment method, Attorney General Moody is
unveiling Scams at a Glance: Cryptocurrency Scams.

Attorney General Ashley Moody said, “The quick rise in popularity of cryptocurrencies has drawn
the attention of criminals trying to exploit the trend to rip off Floridians. I want to make sure
Floridians have the information they need to spot and avoid these types of scams. So today, I
am releasing our newest resource—Scams at a Glance: Cryptocurrency Scams. This free
resource will help equip Floridians with information needed to avoid falling victim to crypto-
investment schemes.”

Scams at a Glance: Cryptocurrency Scams includes information about cryptocurrencies and the
volatile crypto market. The brochure also contains tips for avoiding general scams related to
cryptocurrency trading, such as being on the lookout for:

Guarantees of a huge return on investments. Even celebrity endorsements and
testimonials are easily faked;
Promises of free money in the form of either cash or cryptocurrency—a huge red flag;

https://www.youtube.com/watch?v=VeZtZY5El8w
https://blog.chainalysis.com/reports/2021-crypto-scam-revenues/
https://www.pewtrusts.org/en/research-and-analysis/blogs/stateline/2021/11/17/cryptocurrency-fraud-soars-spurring-state-action


Blackmail attempts—scammers will often send emails to targets threatening to share
alleged embarrassing or compromising material to make it public unless a cryptocurrency
payment is made. Don’t do it, and report the extortion to the Federal Bureau of
Investigation immediately; and
Social media messages—if a text, tweet, email or social media message is received with a
prompt to send someone cryptocurrency, it’s a scam.

To read Scams at a Glance: Cryptocurrency Scams in English, click here.

To read Scams at a Glance: Cryptocurrency Scams in Spanish, click here.

Scams at a Glance is an outreach initiative, complete with a webpage on the Florida Attorney
General’s website, that contains information about common and emerging scams. Scams at a
Glance brochures are free and easy to share with all citizens, including seniors or those without
internet access. Since the launch of the program, more than a dozen specialized resource
brochures have been released to the public. All of the downloadable trifolds are available in both
English and Spanish and include tips for avoiding fraud and common scams.

To learn more, visit MyFloridaLegal.com/ScamsAtAGlance.

Suspected cryptocurrency scams can be reported to the Attorney General’s Office by calling
1(866) 9NO-SCAM, or by visiting MyFloridaLegal.com.

https://oag-dev.sgsuat.info/files/pdf/page/5368305D36DC1FA3852587DC00579748/Cryptocurrency+Scams+English+FINAL.pdf
https://oag-dev.sgsuat.info/files/pdf/page/5368305D36DC1FA3852587DC00579748/Cryptocurrency+Scams+Spanish+FINAL.pdf
https://oag-dev.sgsuat.info/scamsataglance
https://oag-dev.sgsuat.info/page/43A291A1336E8408852586D300569D9E/?Open&

