
Choosing A Tax Preparer
Because a client needs to share sensiঞve 
data with a tax preparer, be sure to 
carefully choose a tax professional. 
Consider the following ঞps in selecঞng a 
tax preparer: 

• Invesঞgate the preparer’s history. 
Consider how long have they been in 
business and whether they are 
available outside of tax season;

• Ask how personal informaঞon is 
stored and protected;

• Research their reputaঞon online. 
Check for complaints with the Be�er 
Business Bureau at BBB.org; 

• If the chosen preparer is a Cerঞfied 
Public Accountant (CPA), verify their 
license with the Florida Department 
of Business and Professional 
Regulaঞon at MyFloridaLicense.com; 
and

• If the chosen preparer is an a�orney 
specializing in tax issues, ensure the 
individual is in good standing with the 
Florida Bar and has no complaints 
against them at FloridaBar.org.
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Visit MyFloridaLegal.com to find 
consumer tips or to file a complaint. 
By remaining vigilant and informed, 

savvy consumers can help us build a 
Stronger, Safer Florida.

Report fraud by calling 
1-866-9-NO-SCAM
(1-866-966-7226).



Tax idenঞty the[ can occur when someone 
other than the taxpayer:

• Files a fraudulent tax return using a
taxpayer’s Social Security number and
personal informaঞon to receive a tax
refund;

• Uses a taxpayer’s Social Security
number to get a job, causing problems
for the vicঞm when their reported
income does not match IRS records;
or

• Fraudulently claims a taxpayer’s child
as a dependent, prevenঞng that child
from being righ�ully claimed by the
taxpayer.

Red Flags
Some warning signs that a fraudulent tax 
return may have been submi�ed include:

• A noঞce from the IRS about a tax year
that has not yet been filed by the
taxpayer;

• Addiঞonal taxes owed;
• An unexpected reducঞon of a refund

because of a delinquent debt; or
• Collecঞon acঞons taken against the

taxpayer for a year that has not yet
been filed.

Stop Tax Iden ty The  in its 
Tracks
Consider the following ঞps to help prevent 
tax idenঞty the[:

• Be wary of a tax preparer that
guarantees a larger refund than other
preparers;

• Remember that the IRS does not
iniঞate contact with taxpayers via
email, text message, or social media.
Only in rare circumstances will the IRS
call; however, they will always send a
le�er first;

• File tax returns as soon as possible to
prevent a scammer from fraudulently
doing so first;

• When filing a tax return electronically,
use a secure internet connecঞon. Do
not use non-secure, publicly available
Wi-Fi hotspots like those at hotels and
coffee shops;

• When filing via a paper tax return, mail
it directly from the post office, not
from home;

• Sign up for an Idenঞty Protecঞon PIN 
from the IRS. Should someone a�empt 
to file a fraudulent return of a taxpayer 
enrolled in the IP PIN program, the 
return will be rejected or delayed unঞl 
the taxpayer confirms their idenঞty. 
Get an IRS IP PIN at
IRS.gov/GetAnIPPIN; and

• Never provide a Social Security 
number or IRS IP PIN in response to an 
unsolicited call or message.

Recover From Iden ty The
Anyone who falls vicঞm to tax idenঞty 
the[ should complete the IRS Form 
14039, Idenঞty The[ Affidavit, at IRS.gov
and a�ach it to the year’s tax return. 
Taxpayers should also check their credit 
reports at AnnualCreditReport.com to 
ensure no fraudulent accounts have been 
opened with their informaঞon. 
Addiঞonally, anyone who encounters 
idenঞty the[ should file a complaint with 
the Florida A�orney General’s Office at 
MyFloridaLegal.com or at 
1-866-9-NO-SCAM (1-866-966-7226).


